
CODE SIGNING DV EVOVS/MIME

WHAT DO YOU
WANT TO 
PROTECT?

WHICH CERTIFICATE
IS THE RIGHT ONE FOR ME?

Prevents manipulation of emails 

Enables a secure communication 

Verifies authorship of the sender 

Ensures message privacy

Issued in 2 days

S/MIME certificates allow you to 
sign and encrypt emails.

Code Signing certificates allow you to sign
 applications and software.

Domain-validated certificates (DV) are the 
entry-level variants of SSL certificates.

Encryption

Validation of the domain control

Lock displayed in the browser bar

Issued within minutes 

TLS/SSL CERTIFICATES

BASIC PROTECTION

Prevents compromised software downloads

Prevents tampering

Provides authentication

Digital signature for file downloads

CODE SIGNING CERTIFICATES

CODE PROTECTION

Extended validated certificates (EV) provide
the highest authentication standard.

Strict industry standard authentication 
for companies

Green browser bar (depends on browser, 
usually no longer practiced)

Issued in 2-4 days

FULL-COVERAGE  PROTECTION

Organization validated certificates 
(OV) provide extended SSL protection. 

Authentication of the company

Proof of the right to use the domain

Company information shown in the certificate

Issued in 1-2 days 

ENHANCED PROTECTION

S/MIME CERTIFICATES

EMAIL PROTECTION

PURCHASE A 
CODE SIGNING 

CERTIFICATE 
WITH EV

· SSL 123

ONE DOMAIN

PURCHASE A 
SINGLE DV 

CERTIFICATE

SEVERAL DOMAINS

· Basic SSL
· Quick SSL Premium

· Standard 

· Alpha SSL
· Domain SSL

Do you want to protect subdomains (A) 

or different domains (B)?

A

Example for a wildcard 
domain: *.example.com

No reissue or change on system required
Examples for use:

https://login.example.com

https://mail.example.com

https://shop.example.com

Example for a single 
DV domain:

https://example.com

Example for an 
individual account:

john.doe@example.com

Example for a 
department account:

marketing@example.com

PURCHASE A 
WILDCARD DV 
CERTIFICATE

PURCHASE A 
SINGLE DV 

CERTIFICATE

B

Example for a multi-domain 
certificate: www.example.com, 

www.example.de
Reissue or change on system required

Examples for use:

https://blog.example.com

https://mail.example.com

https://job.example.com

YES

DO YOU REQUIRE EXTENDED 
VALIDATION?

NO

PURCHASE A 
MULTI-

DOMAIN DV 
CERTIFICATE

· Standard Wildcard

· Alpha SSL Wildcard
· Domain SSL Wildcard

· SSL 123 Wildcard

· Subdomain SAN 
(add-on)

HOW MANY DOMAINS DO 
YOU WANT TO ENCRYPT?

· SSL Webserver with EV

ONE DOMAIN

PURCHASE A 
SINGLE DV 

CERTIFICATE

SEVERAL DOMAINS

· True BusinessID 
with EV

· Extended SSL

Example for a multi-domain 
certificate: www.example.com, 

www.example.de
Reissue or change on system required

Examples for use:

Example for a single 
EV domain:

https://example.com

PURCHASE A 
SINGLE EV 

CERTIFICATE

PURCHASE A 
MULTI- 

DOMAIN EV 
CERTIFICATE

· Basic with EV
· SecureSite with EV

· SecureSite Pro with EV

· Subdomain SAN
(add-on)

· FQDN SAN
(add-on)

· True BusinessID 
with EV as SAN

HOW MANY DOMAINS DO 
YOU WANT TO ENCRYPT?

· SSL 123

ONE DOMAIN

PURCHASE A 
SINGLE DV 

CERTIFICATE

SEVERAL DOMAINS

· True BusinessID

· Organisation SSL

Do you want to protect subdomains (A) 

or different domains (B)?

A

https://login.example.com

https://mail.example.com

https://shop.example.com

Example for a single 
OV domain:

https://example.com

PURCHASE A 
WILDCARD OV 
CERTIFICATE

PURCHASE A 
SINGLE OV 

CERTIFICATE

B

PURCHASE A 
MULTI-

DOMAIN OV 
CERTIFICATE

https://example.de

https://example.shop

https://example.blog

· Basic OV
· SecureSite

· SecureSite Pro

· SSL Webserver Wildcard

· Organisation SSL 
Wildcard

· True BusinessID 
Wildcard

· True BusinessID as SAN
· True BusinessID 
Wildcard as SAN

· Subdomain SAN
(add-on)

· FQDN SAN
(add-on)

· Wildcard SAN
(add-on)

PURCHASE A 
CODE SIGNING 

CERTIFICATE

· Code Signing

INDIVIDUAL ACCOUNT DEPARTMENT ACCOUNT

· Code Signing EV
PURCHASE A 

DEPARTMENT
CERTIFICATE

PURCHASE AN 
S/MIME 

CERTIFICATE

· S/MIME Class 1
· Digital Signature Plus  

· S/MIME Premium

· PersonalSign 1
· PersonalSign 2

· PersonalSign 2 Pro

·  PersonalSign 2 
Department

HOW MANY DOMAINS DO 
YOU WANT TO ENCRYPT?

WHICH EMAIL ACCOUNT DO 
YOU WANT TO PROTECT?

FQDN SAN

https://*.example.com

https://*.example.de

https://*.example.shop

Wildcard as SAN 

https://blog.example.com

https://mail.example.com

https://job.example.com

Subdomain SANSubdomain SAN

https://blog.example.com

https://mail.example.com

https://job.example.com

Subdomain SAN

https://example.de

https://example.shop

https://example.blog

FQDN SAN

www.internetx.com/en/ssl-certificates

· Sectigo  - Personal 
S/MIME Certificate

· Sectigo - Pro S/MIME 
Certificate

·  Sectigo - Enterprise 
S/MIME Certificate

· Sectigo - Code Signing

· InstantSSL - 
DV Wildcard

· Sectigo - SSL
DV Wildcard · Sectigo - 

SSL OV Wildcard

· Sectigo - SSL OV

· InstantSSL - OV

· Sectigo - SSL DV

· InstantSSL - DV

· PositiveSSL - DV

· EssentialSSL - DV

· Sectigo - SSL EV

· InstantSSL - EV

· PositiveSSL - EV

· EssentialSSL - 
DV Wildcard

· PositiveSSL - 
DV Wildcard

· Sectigo - SSL DV 
Multi-Domain/UCC

· PositiveSSL - 
DV Multi-Domain/UCC

· Sectigo - SSL EV 
Multi-Domain/UCC

· InstantSSL - 
OV Wildcard

· Sectigo - SSL OV 
Multi-Domain/UCC

· InstantSSL - OV 
Multi-Domain/UCC

· InstantSSL - 
EV Multi-Domain/UCC

· PositiveSSL - 
EV Multi-Domain/UCC

Example for a wildcard 
certificate: *.example.com

No reissue or change on system required
Examples for use:

Example for a multi-domain 
certificate: www.example.com, 

www.example.de
Reissue or change on system required

Examples for use:


